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The purpose of the Enterprise Incident Management Frequently Asked Questions (FAQ) guide is to supply users with information regarding questions about the use of the Enterprise Incident Management (EIM) system.  Use the table of contents to navigate directly to Department of Public Welfare (DPW) Program Office specific topics. If you do not find the answer to your question under General Information, please check the program office-specific questions for more information. 
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Note: This document focuses on answering FAQs relevant to “Getting Started” with EIM. For a more comprehensive list of FAQs that relate to your program office, please click the links below:

· BAS User Training FAQs 
· OLTL Program Office User Training FAQs
OLTL Provider User Training FAQs

General Information

1. I already have a HCSIS user ID. Do I need a new ID to access EIM?

If you already have a HCSIS user ID, you do not need a new user ID to access EIM.  You will need to contact your local Business Partner Administrator (BP Admin) to assign EIM roles to your ID so you can access EIM. If you do not know who the BP Admin is for your agency, contact the HCSIS Help Desk (c-hhcsishd@pa.gov or 1-866-444-1264)
2. I do not have a HCSIS ID.  How do I access EIM?

If you do not currently have a HCSIS ID, contact the person at your organization who is responsible for managing user IDs.  This person is often referred to as a Business Partner Administrator (BP Admin).  Your BP Admin will be able to set up a HCSIS user ID for you.  If you do not have a BP Admin, contact the HCSIS Help Desk (c-hhcsishd@pa.gov  or 1-866-444-1264). Be sure to tell the Help Desk your organization needs a BP Admin who can create HCSIS user IDs and add EIM roles. 
3. I have multiple HCSIS accounts. To which user ID do I assign EIM roles?
The user ID to which you should assign EIM roles depends on the reason you have multiple HCSIS accounts. If you provide services through multiple agencies and have a HCSIS account for each agency, you will need to assign EIM roles to each user ID.  If you have a HCSIS account for both direct service provider access and for SC Entity access, you will need to assign your EIM roles to your SC Entity user ID.  This will give you access in EIM to all participants on your caseload. 
4. Whom should I contact to have my password reset?

Contact your local Business Partner Administrator (BP Admin) to have your password reset.  If you do not know who your BP Admin is, ask your supervisor or the person who maintains the computers where you work. If your organization does not have a BP Admin, please contact the HCSIS Help Desk during regular business hours at 1-866-444-1264 or via email at c-hhcsishd@pa.gov.
5. I have the same job duties as someone else in my organization, but the other person can perform more/ different functions in EIM than I can.  Why is this?

EIM users are assigned different roles within EIM.  These roles allow you to perform certain functions within EIM.  If you feel you should have a different level of access to the system, please see your supervisor to discuss which roles may be available to you.  If your supervisor decides you should have additional/ different roles, you or your supervisor should request that your local Business Partner Administrator (BP Admin) change the roles assigned to your user ID.
6. Where can I find EIM training materials?
Training materials for BAS and OLTL are located on the HCSIS Learning Management System (LMS) and can be accessed by clicking [Training Materials] on the EIM landing page.  Contact your BP Admin to obtain a Login ID and password for the LMS.
Training materials for the Office of Long-Term Living staff and providers are also available within the OLTL section of the Aging website by clicking the following link: http://www.portal.state.pa.us/portal/server.pt?open=514&objID=1021475&mode=2 
7. I am receiving an error or message within EIM that I don’t understand.  What should I do?

Review the training documentation found on the HCSIS Learning Management System (LMS) or if you are an OLTL user, the OLTL Aging website.  If you are unable to find information on the issue, please contact the HCSIS Help Desk (c-hhcsishd@pa.gov  or 1-866-444-1264). Make sure to take a screen shot of the error message to include in your email to the Help Desk.
8. Why would I use the filters on the dashboard?
The filters control which incident or complaint reports are displayed on your dashboard for you to complete.  Modify the filters to see only incident reports for a particular set of counties, to view only Final Sections or only First sections, or to view only incidents for a particular waiver/program.
9. How long do my alerts stay on my dashboard?
Alerts are found in the Alerts Tab on the dashboard and they remain active for 14 days.
10. As a provider, do I have access to view reports in the EIM system and which reports can I see?
Yes, providers do have access to view reports in EIM.  Providers have access to view the following reports:

· Incident/Complaint Details by Individual

· Incident/Complaint Details by Service Location

· Incident/Complaint Custom Report

Note: Providers will not have access to view reports on complaint data. 

11. I receive an error message, “HCSIS—No Results Found,” when searching for an individual in EIM.  Why is that?
The error message “HCSIS—No Results Found” that appears when searching for an individual in EIM may be caused if the following criteria are not met in HCSIS:

a) Individual must be enrolled in at least one Waiver/Program (current or in the past)

b) Individual must have a valid address

c) Individual must have an MCI number

d) Individual must have a residential county

e) Individual must be receiving services from your organization (with an open end date)
If each of these criteria are met and you are still not able to find an individual in EIM, please contact the HCSIS Help Desk (c-hhcsishd@pa.gov  or 1-866-444-1264).
12. I am unable to meet the required due date for my incident report.  What should I do?
If you are unable to meet the required due date for an incident report, use the Report Extension feature in EIM.  Report Extension will allow you to extend the due date for the report and to document why you will not be able to meet the timeline.

13. Can I record an incident report for an individual or participant who is not in the HCSIS system?
No.  The participant must be in the HCSIS system and receiving services from your provider organization in order to have an incident report created for them in EIM.
14. If I change demographics information in HCSIS, does it update my incident report?
No, incident reports capture individual information as a snap shot in time, so the incident report will not be updated if information is changed in HCSIS. Incident reports created after the information was updated in HCSIS will contain the updated information.
15. How do I know which location number to choose when creating an incident if there is more than one for my agency?
Each provider should know the HCSIS service location ID number for their organization, but if you are unsure, please contact your supervisor, billing department or Business Partner Administrator for this information.
Note: BAS users can also locate the service location ID on the individual’s Individual Support Plan (ISP) in the Service Details section on HCSIS.
16. If an individual reports an incident to me several weeks after it has occurred, should I still enter a report in EIM?
Yes, you should create an incident report in EIM when you become aware of the incident even it is several weeks after the incident has occurred.  The date you become aware of the incident is entered in EIM as the discovery date.  The date the incident occurred is entered in EIM as the date the primary and secondary categories occurred. 

Bureau of Autism Services

BAS Incident Management Policy Frequently Asked Questions
1. Whom can I contact to ask policy related questions?
Please email BAS at RA-BASPROVIDERSUPPRT@pa.gov; Subject: EIM.
2. Is there additional training required for HCSIS Certified Investigators to become EIM Certified Investigators?
No, there is no additional training required for a HCSIS Certified Investigator to become an EIM Certified investigator.  However, all Certified Investigators will need to complete the BAS EIM System Training for Providers training course in order to learn how to enter investigation information into EIM.

EIM System Functionality Questions Specific to BAS
1. Whom should I contact to ask system functionality related questions?
Please contact the HCSIS Help Desk at c-hhcsishd@pa.gov or 1-866-444-1264.
2. How do I access incidents that were created in HCSIS IM+?
Incidents that a BAS user previously entered into HCSIS IM+ are still accessible through EIM.  All HCSIS BAS incident reports were migrated to EIM, so all incident reports will still be searchable using the same incident ID number that was assigned in IM+.  These incidents will also be assigned a new incident ID in EIM but will still retain the IM+ ID number, therefore IM+ incidents will appear in EIM with a five digit EIM incident ID followed by the IM+ incident ID in parentheses. To view an incident report created in IM+, search by incident using the incident ID number or search by individual and view all the incidents associated with the individual. 
Note: IM+ incident data will also be included when using the Report functionality of the EIM system depending on the date range(s) selected for the report.
3. Which link do I use in HCSIS to navigate to EIM?
You can navigate to EIM if you are already logged into HCSIS.  Click M4Q on the yellow, first level menu bar.  Click EIM on the gray, second level menu bar.  Clicking on EIM will take you right to the My Dashboard screen in EIM. If you would like to access EIM without logging into HCSIS first, you can use the following link: https://www.hhsapps.state.pa.us/eim/default.aspx
4. I see a button to review the first section of the incident report, but there is no first section management review document. Where do I enter comments for the first section review?
EIM does not have a separate section to enter comments for the incident report first section.  You can click [REVIEW] on the Incident Detail screen to review the first section in read-only mode. The management review will be available once the first section is submitted. The management review cannot be submitted until the final section of the incident report is submitted. You can enter comments for both the first and final sections in the management review. Note: the management review is completed by BAS program office staff – not by providers.

Office of Long-Term Living

OLTL Incident Management Policy Frequently Asked Questions

1. Whom should I contact to ask policy related incident management questions? 
Please email RA-OLTL_EIMimplement@pa.gov  with any OLTL Incident Management policy questions. 

2. What do we do if computers or the network are “down”? Is there a paper back-up process for recording an incident report? 
There is no paper back-up process for recording an incident report.  Users are advised to collect all relevant information on the incident and enter the incident when the computer system is restored.
3. Will our regional OLTL Bureau of Individual Support (BIS) representative remain the same for EIM related issues and questions?
BIS regional representatives will respond to general questions about incident management reporting; however, they will not be providing technical assistance on the use of the EIM System.   For technical questions related to EIM, be sure to review the FAQs and contact the HCSIS Help Desk for systems related issues.  
4. Are Service Coordinators or direct service providers supposed to report incidents? 

The OLTL incident management policy calls for firsthand incident reporting. As such, direct service providers with firsthand knowledge of an incident should report the incident in EIM. Service coordinators should report incidents when they have firsthand knowledge of the incident.
5. Will this reporting system take the place of reporting to the Department of Health or will providers still need to send separate reports to DOH, OLTL and AGING? 
Providers will need to submit separate reports to DOH and OLTL and Aging until further notice.
6. Should I report FMS fraud in EIM? 
Refer to the OLTL Program Fraud and Financial Abuse bulletin issued August 8, 2011.


7. Will the Act 13 form still be used for incidents required to be reported to the Department of Aging (PDA) and Area Agencies on Aging (AAA)?  Does EIM automatically send reports to PDA when needed?

Act 13 requirements will remain in place; EIM will not automatically send reports to PDA or to AAAs.  Providers will need to report Protective Services incidents as required in the policy.
8. Which OLTL waiver/programs need to report incidents using EIM at this time?
Providers are able to enter incidents in EIM for the following OLTL waiver/programs:

· Act 150

· Attendant Care

· COMMCARE

· Independence

· OBRA
9. Can I start to use the EIM system for Aging Waiver participants before SAMS is integrated with EIM, or do I have to wait?
You will have to wait to use EIM to report incidents for Aging Waiver participants until SAMS is integrated with EIM.  Continue to report incidents for Aging Waiver participants according to the OLTL incident management bulletin.
EIM System Functionality Questions Specific to OLTL
17. Whom should I contact to ask system functionality related questions?
Please contact the HCSIS Help Desk at c-hhcsishd@pa.gov.
18. How long do I have to complete the First Section of the incident report?
The First Section is due within 48 hours of the incident discovery date.  EIM will automatically assign the due date to the First Section once it is created.
19. How long do I have to complete the Final Section of the incident report?
The Final Section is due within 30 days of the incident discovery date.  EIM will automatically assign the due date to the Final Section once it is created.
20. I can see that an incident report I am working with is linked to another incident or to a complaint, but I can’t view the linked incident or complaint report.  Why is that?
Users can view incident and complaint reports to which they have access based on their scope.  So, if you are a provider, you will be able to see only incidents for participants receiving services from your organization. If a participant receives services from multiple providers, you will be able to see only the incidents associated with your organization. Additionally, providers do not have access to complaint reports. If you are a provider, you will be able to see that a complaint is linked to an incident, but you will not have access to the complaint report.  
21. I have an abuse/neglect/exploitation incident to report and EIM did not allow me to finish the report; I was only able to complete up to the Reporter Information Screen. Why did EIM submit my incident report?
In some cases, parts of the first section of the incident report will not be completed because the incident must be referred to Adult Protective Services and marked as such in EIM.  An incident must be referred to Adult Protective Services if:

· The individual is over sixty (60) years old (based on the date of birth field), and

· The incident primary category is abuse, neglect or exploitation
When an incident is filed for individuals under the age of 60 (based on the date of birth field), and the primary category is abuse, neglect, or exploitation, the incident must be reported to the Bureau of Individual Support.  

When these conditions are met and the incident is marked as referred to Adult Protective Services or to the Bureau of Individual Support, the Incident Description and Initial Action Taken screens will not appear.
When the first section is submitted, the information from the Incident Classification and Provider Information screens will be carried over to the final section and the incident report will be automatically completed and submitted. This functionality will allow management reviewers to review these incidents in a timely fashion.

The EIM system is setup this way to be in compliance with the Older Adult Protective Services Act which requires confidentiality in cases of abuse, neglect and/or exploitation. Do not attempt to enter any confidential information in the EIM system, but feel free to utilize your personal HCSIS notes to record relevant case management and/or service coordination notes.

Note: Marking an incident as being referred to the AAA does not automatically forward the report to the AAA. Your organization must contact AAA as you have done in the past. Marking an incident as being referred to the Bureau of Individual Support does not automatically forward the report.
22. How will a provider be contacted if additional information is needed after OLTL reviews an incident?
Providers are responsible for following through to completion, any incident reports they have entered into the system.  

Providers will be able to view the incident report on the My Dashboard screen in the Documents Requiring My Attention panel. Providers will need to review this panel on the My Dashboard screen to determine if there are any Final Sections that need completed.

Providers can also search for an incident using the Incident Search functionality.  Search using the incident ID number to navigate directly to the incident report that requires additional information.  

Incident reports that require additional information will be marked as Pending on the Incident Detail screen. To review the changes required in the OLTL Management Review, click the Management Review link and navigate to the Review Information screen.  If pending, please provide comments field will contain the comments from OLTL.
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